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PROFILE
Graham has over 20 years of experience in Business Management and Information Technology covering many skill sets and industries. Graham leverages this experience and finds synergy within the practice of IT Service Management and holds certifications in ITIL® Expert and ITIL Service Manager. 
 
Graham embodies a wealth of experiences and perspectives gained on the front lines including:  

· Project Management

· Process Management and Design
· Technical and Operations Management
· Data Modeling and Data Warehousing
· Software and Database Development
· Business and Systems Analyst
· Training and Course Development
· Project and Process Management
These experiences come together in the delivery of service excellence. 
 
His projects and ongoing consulting assignments have ranged from initial adoption phases through ongoing service improvement cycles. Graham sets himself apart by interconnecting relational design skills with business process design, technology and people that allows organizations to meet their business and IT objectives.

SERVICE LEVEL AGREEMENT (SLA)

OPERATIONAL LEVEL AGREEMENT (OLA)

UNDERPINNING CONTRACT (UC)

SERVICE NAME: TBA

CUSTOMER: TBA
IT SERVICE PROVIDER: COMPANY
Document Management

Document Detail

< Add details necessary for document tracking and management at your organization >
Documentation Purpose

This document outlines the business requirements and IT arrangements for managing and delivering the IT Service contained within. This document identifies the scope of: 

· Expectations made by the Business Organization 

· Commitments made by the IT Organization

This document has been designed to follow the best practices of the Information Technology Infrastructure Library (ITIL®).
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Service Agreement Duration and Signatures 

Agreement Period: 
dd-mmm-yyyy 
to 
dd-mmm-yyyy

Review Period: 
dd-mmm-yyyy 
to 
dd-mmm-yyyy

Signed by: _____________________________________________

(Customer)

Signed by: _____________________________________________

(Customer Relationship Manager)

Signed by: _____________________________________________

(Provider)

* Service Name, Category, and Description

The Service Name is the Business focused entry that will appear in the Service Catalog. This name should be recognizable and meaningful to the Customer and Users.

The Service Category is selected from the Categorization Model, Tier 1 Category. This category is the standard interface to group IT Services in the Service Catalog.

The Service Description is the Business focused entry that will appear in the Service Catalog. This description should assist the Customer and User in understanding how the IT Service will benefit the Business functions and processes intended to be supported. The description will provide a high level overview of the purpose of the IT Service and the key points of business value to IT Users and the Customer.

Both the Service Name, Category and Description are often related or refer to the main business functionality provided by the IT Service.

* Target Audience

* Customers

List the intended business organization, departments, groups, or individuals requiring the IT Service for business purpose, and identify any scope restrictions that limit the Customers of this Service.

* Business Functions

List the intended Business Functions supported by the IT Service, and identify any scope restrictions that limit the Business Function use of this Service.

* Users

See the Security Section for a description of the Authorized Users List.
* Service Interface Components

List the specific IT Hardware and IT Software components that the Users of the IT Service will interact with. Include the component Category (refer to Categorization Model) and a description of the Technical Requirements required for the Service (if any). 

The following table illustrates an example of Interface Components:
	Component
	Category 1,2,3
	Description
	Technical Requirements

	Hewlett Packard Desktop Printer
	Desktop Services
	Local hard-type printer handling carbon form documents.
	Desktop PC with minimum 12MB RAM and Windows XP operating system.

	
	Workstation Hardware
	
	

	
	Printers
	
	

	Forms-Pro
	Application Services
	Third-Party middle-ware that configures any application print job to fit custom form designs.
	Desktop PC with minimum 12MB RAM and Windows XP operating system.

	
	Workstation Software
	
	

	
	Document Processing
	
	


Service Economics 

* Charging (if applicable):

List a description of charges applied to the entire Service and / or specific elements of the Service provisions.

Metrics

The following table lists suggestions for Critical Success Factors (CSF), Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	CSF / KPI / Penalties (if applicable)
	Norm/ Target
	Measurement

	CSF - Customers are charged monthly. Where no charging exists, charges should be calculated for visibility and awareness
	
	

	· Charge per User
	Set yearly
	· Agreed Charge per User

	· Monthly total per-user charge starting when Access is granted
	NA
	· Sum(Users with Access x Charge per User) x Month

	CSF – User Support costs are calculated for visibility and awareness
	
	

	· Monthly charge per count of Incident tickets by Priority Level per month 
	Set yearly
	· Count(P1) x Month x Support Charge

· Count(P2) x Month x Support Charge

· Count(P3) x Month x Support Charge

· Count(P4) x Month x Support Charge

	· Monthly charge per count of Request tickets by Request Type per month
	Set yearly
	· Count(Request Type) x Month x Request Charge

	CSF – Service Costs are compared to Service Budgets
	
	

	· Based on Service financial accounting, monthly accounting costs per service are compared to budget
	Set yearly
	· IT Financial Accounting

	Penalties (if applicable)
	
	

	· Typically none
	
	


* Service Utility

Describe the overall functionality of the IT Service and the key points of integration with business operations of the IT User and Customer.

Metrics

The following table lists suggestions for Functionalities, Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	Functionality / KPI 

/ Penalties (if applicable)
	Norm/ Target
	Measurement

	Functional Description
	
	

	· Monthly Count of Incidents related to functional deficiency by Priority
	Set Yearly
	· Count(Incidents of Functionality diagnosis) x Priority Level x Month

	· Customer satisfaction survey related to Functionality aspects
	Set Yearly
	· How would you rate each functionality aspect 1-5; where 1 is least satisfactory / 3 is meets expectation / 5 is beyond expectation

	Penalties (if applicable)
	
	

	· Based on satisfaction survey drops from year to year
	
	· $$$ for each % drop over previous year


* Release Policy 

Describe the policy for requesting and identifying business upgrades for the Service. Include specifying the release frequency by type of release, version and naming conventions that distinguish each release. The following table identifies the release policy for the service:
	Release Type
	Naming Convention
	Frequency / Occurrence
	Release Window

	Major
	version X.0
	Annual
	Date and / or time range

	Minor
	version X.1
	Quarterly
	Date and / or time range

	Emergency
	version X.1.1
	As Required
	Time range


Note the following definitions apply to Release Types:

· Major – large areas of new functionality and/or major bug fixes.

· Minor – minor areas of new functionality and /or minor bug fixes.

· Emergency – immediate correction of an error in the IT Service is required

Metrics

The following table lists suggestions for Critical Success Factors (CSF), Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	CSF / KPI / Penalties (if applicable)
	Norm/ Target
	Measurement

	CSF – Releases occur as planned
	
	

	· Yearly release count by type and frequency
	NA
	· Count(Release Type and Frequency) x Year

	· Yearly percentage of release slippage from planned window
	Set yearly
	· Count(Release Type > Release Window) /  Count(Release Type) x Year

	CSF – Releases do not introduce errors
	
	

	· Yearly Emergency release count
	Set yearly
	· Count(Emergency Release Type) x Year

	Penalties (if applicable)
	
	

	· Based on numerical increases for slippage and/or emergency releases
	
	· $$$ for each # count increase over previous year


* Change Policy

Describe the policy for requesting and identifying changes for the Service. The policy should consider defining Change Freeze Periods during critical business periods requiring stability. 

* Change Freeze Periods

The following table identifies the Change Freeze Periods to protect critical business operations:
	Business Period
	Description

	Date and / or time range
	Description of critical business period


CAB/ECAB Model

The following table identifies participation in the CAB/ECAB model for the IT Service (refer to CAB/ECAB model in Change Management):

	Representative
	Priority

	
	Level 1
	Level 2
	Level 3
	Level 4

	Senior Business Management
	x
	NA
	NA
	NA

	IT Management
	x
	x
	NA
	NA

	Business Stakeholders
	x
	x
	x
	NA

	Technology Stakeholders
	x
	x
	x
	NA

	CAB
	x
	x
	x
	x

	Delegated Authority
	NA
	NA
	NA
	x


Metrics

The following table lists suggestions for Critical Success Factors (CSF), Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	CSF / KPI / Penalties (if applicable)
	Norm/ Target
	Measurement

	CSF – Reduction in the number of disruptions to services, defects and re-work caused by changes
	
	

	· Percent of Incidents linked to Change count by type
	Set yearly
	· Count(Incidents related to Changes) / Count(Changes) x Month

	· Percent of Change slippage from Change Schedule
	Set yearly
	· Count(Changes Rescheduled) /  Count(Changes) x Year

	CSF – Service stability and quality
	
	

	· Reduction in Emergency Change count
	Set yearly
	· Count(Emergency Changes) x Year

	· Reduction in unplanned Norm/ Targetal Change count (those NOT associated with a planned Release)
	Set yearly
	· Count(unplanned Norm/ Targetal Changes) x Year

	Penalties (if applicable)
	
	

	· Based on percentage point increases
	
	· $$$ for each % increase over previous year

	· Based on count increases
	
	· $$$ for each # count increase over previous year


* Service Warranty

* Availability

* Duration of Service

Describe the duration the IT Service will be available to Customers and End Users. This could be available until further notice, or could be scheduled for replacement on a specific date. 

* Location of Service

Describe the physical location that the IT Service will be accessible and available to Customers and End Users. This could be restricted to an internal physical location or could be available from remote locations through the internet.

* Hours of Operation

The following table identifies the day and hours of use and operation for this service, including exceptions such as holidays or other:
	Day
	Operation Hours
	Description

	Monday
	?? to ??
	??

	Tuesday
	?? to ??
	??

	Wednesday
	?? to ??
	??

	Thursday
	?? to ??
	??

	Friday
	?? to ??
	??

	Saturday
	?? to ??
	??

	Sunday
	?? to ??
	??

	Holiday exception?
	?? to ??
	??

	Other exception?
	?? to ??
	??


Maintenance Windows

The following table identifies the day and hours of planned downtime for this service, including exceptions such as holidays or other:
	Day
	Operation Hours
	Description

	Monday
	?? to ??
	??

	Tuesday
	?? to ??
	??

	Wednesday
	?? to ??
	??

	Thursday
	?? to ??
	??

	Friday
	?? to ??
	??

	Saturday
	?? to ??
	??

	Sunday
	?? to ??
	??

	Holiday exception?
	?? to ??
	??

	Other exception?
	?? to ??
	??


Service Availability Targets

The following table identifies the availability targets that are to be measured and maintained or exceeded on a monthly and yearly basis:
	Day
	Operation Hours
	Description

	Uptime
	(Monthly Operational Hours) / (Downtime )
	The average service time during specified Hours of Operation (does not include planned downtime).

	Downtime
	Monthly Incident time from detection to restoring of service for all Failure Incidents
	The average duration of failed service time during specified Hours of Operation.

	Failure Reliability
	(Monthly Hours between Failure Incidents) / Number of Failure Incidents
	The average hours between detection of Failure Incidents.

	Latency Reliability
	(Monthly Hours between Latency Incidents) / Number of Latency Incidents
	The average hours between detection of Latency Incidents


· Note that yearly reporting is an average of these metrics across the Service Review year.

Metrics

The following table lists suggestions for Critical Success Factors (CSF), Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	CSF / KPI / Penalties (if applicable)
	Norm/ Target
	Measurement

	CSF – Service Availability meets or exceeds the agreed targets
	
	

	· Downtime sum of lost business productivity hours (Incidents of P1 and P2)
	Set yearly
	· Sum(Service Failure Incident (Restore Time –Detect Time)) x Month

	· Downtime measure of Mean Time to Restore Service (MTRS) by Priority 
	Set yearly
	· Sum(Service Incident (Restore Time –Detect Time)) / Count(Service Incidents) x Priority x Month

	· Uptime measure of Average Service Time (AST)
	Set yearly
	· 1 – Downtime / Sum(Operational Hours) x Monthly

	· Failure Reliability of Mean Time Between Failures (MTBF) (Incidents of P1 and P2)
	Set yearly
	· Sum (Service Failure Incident Detect Time – previous Service Failure Incident Detect Time) / Count(Service Failure Incidents) x Month

	· Latency Reliability of Mean Time Between System Incidents (MTBSI) (Latency Incidents of P2 and P3)
	Set yearly
	· Sum (Service Latency Incident Detect Time – previous Service Latency Incident Detect Time) / Count(Service Latency Incidents) x Month

	CSF – Service stability is maintained through pro-active trends analysis
	
	

	· Compare monthly Incident counts by Priority related to the service to identify spikes in Norm/ Targetal Incident patterns
	Set yearly
	· Count(Incident) x Priority x Month

	Penalties (if applicable)
	
	

	· Based on percentage point increases for AST
	
	· $$$ for each % point decrease over previous month

	· Based on count increases for hours of Downtime, MTRS, MTBF, MTBSI 
	
	· $$$ for each # count increase over previous month


* Capacity

Describe the key Capacity Target measurements and indicators of Service performance and responsiveness. Such measurements may include workstation average response times, maximum workstation response times, file storage capacity, number of users supported by licensing arrangements, number of concurrent users, network data volume by file size (maximum and minimum), network data volume by transmission counts per hour, etc.

If describing processing times, base such targets on specific Service functionality described earlier. If describing batch processing times, describe any submission procedures and times as well as completion times, key deliverables, and place for delivery of output (pickup) where appropriate.

Metrics

The following table lists suggestions for Capacity Aspects, Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	Capacity Aspect / KPI 

/ Penalties (if applicable)
	Norm/ Target
	Measurement

	Capacity Aspect Description
	
	

	· Concurrent User requirements
	Set Yearly
	· Count(Incidents of concurrency diagnosis) x Month

	· File storage requirements
	Set Yearly
	· Count(Incidents of file space diagnosis) x Month

	· Batch processing requirements
	Set Yearly
	· Count(Incidents of file batch processing) x Month

	Penalties (if applicable)
	
	

	· Based on Incident counts
	
	· $$$ for each # count for the month


· Note: Incidents are based on SLA target breeches only. For example, if a User reports a concurrency Incident when in fact there are too many users as specified by the SLA, then this is Categorized as a Request (typically of type Complaint, SLA limitation)
* Security

Describe and reference the organization’s IT Security Policy that covers issues such as password controls and frequency of change, security violations, unauthorized software, viruses, firewall protection, off-limit external web sites, etc. Also describe specific responsibilities of the Customer and User, as well as IT and IT Staff covering issues such as virus protection and firewalls.

Specifically, consider the following aspects of Security and Access Management:

* Service Privileges

List and describe the Security Roles of the Service that provide Service Privileges or Rights that authorized Users can ask access to. 

The following table is an example of Security Categories:
	Role
	Privilege
	Description

	Administrator
	Read, Write, Modify, Delete
	Access to service options, settings, and adjustment of business rules. Read, Write, Modify, and Delete over all accounts.

	Manager
	Read, Write, Modify, Delete
	Access to all service functionality, private manager functionality, and Read, Write, Modify, and Delete of all Analyst accounts.

	Analyst
	Read, Write, Modify, Delete
	Access to analyst functionality only with Read, Write, Modify, Delete of personal accounts only.


* Authorized Users

List authorized Users for the Service, and - where necessary - for each aspect of the Service. This may be done on an individual basis or through User Groups.

· A User Group is a collection of one or more individuals who are treated as a single entity. For example, all employees in Accounting may be treated as one User Group.

* Access Procedures

Once Service privileges have been identified, and the Authorized Users List has been compiled, describe the security procedure(s) to be executed by whom when granting and recording access to Services and/or Service elements.

The following table is an example of Authorized Users and Access Privilege :
	User / User Group
	Privilege Role
	Access Procedure

	Finance Applications Department
	Administrator
	Validate current employment status and position with Human Resources.

	Accounting Managers
	Manager
	Validate current employment status and position with Human Resources.

	Accounting Analysts
	Analyst
	Validate email authorization from a valid accounting manager.


Metrics

The following table lists suggestions for Critical Success Factors (CSF), Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	CSF / KPI / Penalties (if applicable)
	Norm/ Target
	Measurement

	CSF – Security Incidents should not occur
	
	

	· Count of Incidents of Security type diagnosis by Priority Level
	Set Yearly
	· Count(Incident of Security Type) x Priority x Month

	· Schedule of Tests and Audit reports of security policies and technology arrangements
	Set Yearly
	· Completed Schedule

	CSF – Review of service access 
	
	

	· Manager review of Users granted service access under their authority (purpose is to detect Users no longer requiring Access for Service)
	Set yearly
	· List (Requests of Access Type) x User x Authorizing Manager 

· List period is from inception to current, showing all Users granted Access and revoked Access

	Penalties (if applicable)
	
	

	· Based on numerical increases for security Incident counts
	
	· $$$ for each # count for the year


Service Continuity

* Operational Continuity Arrangements

Describe the operational Backup activities and Contingency plans for the Service. These activities and plans include backups of data, onsite and offsite storage, request procedures to restore backup data, policies for duration of maintaining backup data, policies for destroying/deleting backup data, etc.

Also describe any Contingency plans for the Service in the event of a prolonged Availability Incident. These plans may include manual and other IT Service workarounds which may allow local functionality and accumulation of data to be input to production systems once Availability is restored.

Crisis Continuity Arrangements

Describe crisis plans for the Service and make reference to the organization’s overall Business Continuity Plans in case of Disaster or Crisis. Detail the responsibilities on both the Business and IT sides and describe the steps to be taken during invocation of crisis plans.

Metrics

The following table lists suggestions for Critical Success Factors (CSF), Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	CSF / KPI / Penalties (if applicable)
	Norm/ Target
	Measurement

	CSF – Crisis Continuity arrangements should work when required
	
	

	· Schedule of Tests and Audit reports of continuity policies, plans, and technology arrangements
	Set Yearly
	· Completed Schedule

	CSF – Operational Continuity arrangements work as planned
	
	

	· Percentage success rate of Incidents of Operational Continuity type diagnosis, by Priority Level
	Set Yearly
	· Count(Incident of Operational Continuity Type with Successful Resolution)  /  Count(Incident of Operational Continuity Type) x Priority x Month

	Penalties (if applicable)
	
	

	· Based on percentage decreases for successful Operational Continuity Incident
	
	· $$$ for each % point decrease for the month


* The Service Desk

The Service Desk is an enterprise-wide Service available to all Users of IT Services. Please refer to the Service Desk Service for details of what is provided by the Service Desk function.
* Service Support

* Support Responsibilities

The following responsibilities apply:
	Role
	Responsibility

	User
	· Responsibilities specific to this service.

· Please refer to the Service Desk Service for further details of responsibilities.

	The Service Desk
	· Please refer to the Service Desk Service for further details of responsibilities.


* Service Support Prioritization Range

The following table indicates the range of Support Priority levels for this Service:
	Priority
	In Scope?
	Description

	Level 1
	Yes / No
	High impact and high urgency.

	Level 2
	Yes / No
	Medium impact and medium urgency.

	Level 3
	Yes / No
	Low impact and low urgency.

	Level 4
	Yes / No
	Low impact and planned time.


· Refer to the Prioritization Model
Service Support Contact Points and Escalation by Priority Level

The following table indicates the designated contacts to be informed and included when Incidents of the following Priority Levels occur:
	Priority
	IT Contacts and Phone
	Business Contacts and Phone

	Level 1
	· ??? (Phone: )
	· ??? (Phone: )

	Level 2
	· ??? (Phone: )
	· ??? (Phone: )

	Level 3
	· ??? (Phone: )
	· ??? (Phone: )

	Level 4
	· ??? (Phone: )
	· ??? (Phone: )


* Service Support Timescales

The following table indicates support timescales specific for this Service. 
	Action
	Priority Timescales

	
	Level 1
	Level 2
	Level 3
	Level 4

	Incident Resolution
	<= ? hours
	<= ? hours
	<= ? hours
	Pre-defined

	Incident Post Mortem Report
	<= ? hours
	<= ? hours
	NA
	NA

	Problem Remediation
	<= ? hours
	<= ? hours
	NA
	NA

	Change Assessment
	<= ? hours
	<= ? hours
	NA
	NA

	Change Approval
	<= ? hours
	<= ? hours
	NA
	NA


· Where no specific targets are specified here, please refer to the Service Desk Service for standard descriptions of Support Timescales resulting from Priority Levels.
Metrics

The following table lists suggestions for Critical Success Factors (CSF), Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	CSF / KPI / Penalties (if applicable)
	Norm/ Target
	Measurement

	CSF – Service Support meets or exceeds the agreed targets
	
	

	· Percentage of Incident support resolution target breaches by Priority
	Set yearly
	· Average(Incident Restore Time)/ (Target Time) x Priority x Month

	· Percentage of Incident support post mortem report target breaches by Priority
	Set yearly
	· Average(Incident Post Mortem Time)/ (Target Time) x Priority x Month

	· Percentage of Problem remediation target breaches by Priority
	Set yearly
	· Average(Problem Remediation Time)/ (Target Time) x Priority x Month

	· Percentage of Change Assessment target breaches by Priority
	Set yearly
	· Average(Change Assessment Time)/ (Target Time) x Priority x Month

	· Percentage of Change Approval target breaches by Priority
	Set yearly
	· Average(Change Approval Time)/ Target Time) x Priority x Month

	CSF – Service support is improving
	
	

	· See metrics above and look for percentage improvements
	Set yearly
	· See above, Yearly

	Penalties (if applicable)
	
	

	· Based on percentage point increases above 100% 

· Note: 100% is meeting target and below 100% is exceeding target)
	
	· $$$ for each % point increase above 100%


* Service Request

It is the responsibility of the User to initiate Service Request through contact with the Service Desk. Please refer to the Service Desk Service for contact details and responsibilities.
* Authorized Request List

The following list identifies the scope and type of Service Requests for this Service:

· Service Setup and Access

· Password Reset

· Training 

· Documentation

· Complaints and Compliments

· SLA Limitation (where a reported Incident is in fact not an incident, but an SLA limitation)

· Standard Changes (Pre-Approved Changes)

· Software Installation

· Hardware Installation

· Hardware Relocation

· Standard Upgrades

* Request Forms and Procedures

See Appendices for required Request Forms and Procedures.
* Un-Authorized Request Procedure

Refer to the Service Desk Service for details and responsibilities related to Un-Authorized Requests.
* Management Escalation and Complaints Procedure

Refer to the Service Desk Service for details and responsibilities related to requests for Management Escalationand Complaints at the Service Desk.
Metrics

The following table lists suggestions for Critical Success Factors (CSF), Key Performance Indicators (KPI), and Penalties that support service targets and norms:
	CSF / KPI / Penalties (if applicable)
	Norm/ Target
	Measurement

	CSF – Service Request fulfillment meets or exceeds predefined timescales
	
	

	· Percentage of Requests exceeding Procedure targets by Priority
	Set yearly
	· Average(Request Fulfilment Time)/ (Target Time) x Priority x Month

	· Count of authorized (planned) Requests to assess Service activity
	NA
	· Count(Authorized Request) x Priority x Month

	· Count of unauthorized (unplanned) Requests to assess Service activity
	NA
	· Count(Unauthorized Request) x Priority x Month

	Penalties (if applicable)
	
	

	· Based on percentage point increases above 100% 

· Note: 100% is meeting target and below 100% is exceeding target)
	
	· $$$ for each % point increase above 100%


Roles and Responsibilities (Service Stakeholder Map)

Identify the Stakeholders to the Service, and cross-reference these departments, teams, and individuals to the Roles and Responsibilities as defined in each process by the RACI model (see process documentation).

	Business /IT
	Name and Phone
	Service and Process Roles

	Users
	· ??? (Phone: )
	· ???

	Customer
	· ??? (Phone: )
	· ???

	Service Owner
	· ??? (Phone: )
	· ???

	Incident Management
	· ??? (Phone: )
	· ???

	Request Fulfilment
	· ??? (Phone: )
	· ???

	Change Management
	· ??? (Phone: )
	· ???

	Release and Deployment Management
	· ??? (Phone: )
	· ???

	Problem Management
	· ??? (Phone: )
	· ???

	Service Level Management
	· ??? (Phone: )
	· ???


Process Models

Identify and describe exceptions to the standard process flows defined for all Service Management processes.

Incident Management

Request Fulfilment

Change Management

Release and Deployment Management

Problem Management

Service Level Management

Service Reviews and Reporting

Service Metrics for each section are defined within this document. Describe the content, frequency, timing and distribution of Service Reports, and the frequency and type of associated Service Review Meetings. 

The following table outlines review periods along with required stakeholders:

	Review Period
	Review Type
	Supporting Reports
	Review Stakeholders

(Review Owner)

	Date/Time range
	· ??
	· ??
	· (????)

· ??

	Date/Time range
	· ??
	· ??
	· (????)

· ??


· Refer to the “Process and Service Reporting” document for an integrated and centralized description of Review Types and available Reports.
Appendix A: Agreement Terms and Definitions

	Term
	Description

	Service Level Agreement (SLA)
	Written agreement between a Service Provider and the customer(s) that documents agreed service levels for a service.

	Service Level Requirement (SLR)
	A customer requirement for an aspect of an IT service. SLRs are based on business objectives and are used to negotiate agreed Service Level Targets.

	Customer
	Someone who buys goods or services. The customer of an IT Service Provider is the person or group who defines and agrees the Service Level Targets. 

The term customers is also sometimes informally used to mean users, for example “this is a customer-focused organization.”

	Stakeholder
	A person who has an interest in an organization, project, IT service, etc. Stakeholders may be interested in the activities, targets, resources or deliverables. Stakeholders may include customers, partners, employees, shareholders, owners, etc. 

See RACI.

	Service Level Target


	A commitment that is documented in a Service Level Agreement. Service Level Targets are based on Service Level Requirements, and are needed to ensure that the IT Service design is Fit for Purpose. Service Level Targets should be SMART, and are usually based on KPIs.

	Operating Level Agreement (OLA)
	An agreement between an IT Service Provider and another part of the same organization. An OLA supports the IT Service Provider’s delivery of IT services to customers. The OLA defines the goods or services to be provided and the responsibilities of both parties.

	Underpinning Contract (UC)
	A contract between an IT Service Provider and a third-party. The third-party provides goods or services that support delivery of an IT service to a customer. The UC defines targets and responsibilities that are required to meet agreed service target levels in an SLA.

	SLAM Chart


	A Service Level Agreement Monitoring (SLAM) Chart is used to help monitor and report achievements against Service Level Targets. A SLAM Chart is typically color coded to show whether each agreed Service Level Target has been met, missed or nearly missed during each of the previous 12 months.

	Service Review


	Service Reviews are the activities of a formal process to evaluate service successes, failures and opportunities. Service Reviews focus on service elements identified within SLAs, but allow room for discussion of new considerations, issues or concerns.

Service Reviews can occur at multiple levels and be both external and internal (internal is within IT and external is within the business)

Service Reviews can identify areas for improvement, and initiate an overall Service Improvement Plan (SIP) for the service being reviewed. 

	Service Improvement Plan (SIP)
	A formal plan to implement improvements to a process or IT service.

	Impact
	A measure of the effect of an Incident, Problem or change on business processes. Impact is often based on how service levels will be affected. Impact and urgency are used to assign priority.

	Urgency
	A measure of how long it will be until an Incident, Problem or change has a significant impact on the business. For example, a high-impact Incident may have low urgency if the impact will not affect the business until the end of the financial year. Impact and urgency are used to assign priority.

	Priority
	A category used to identify the relative importance of an Incident, Problem or change. Priority is based on impact and urgency, and is used to identify required times for actions to be taken. For example, the SLA may state that priority 2 Incidents must be resolved within 12 hours.


Appendix B: Agreement Specific Terms and Definitions
	Term
	Description

	
	


Appendix C: Standard Requests for Service
The following standard requests are associated with this Service:

	Request Name:
	Fulfilment Time:
	Submit Request To:
	Cost Center:
	Authorization Name(s):

	
	
	
	
	


The following list illustrates some common considerations when defining standard requests:

· Service Access

· Password Reset

· Training 

· Documentation

· Complaints and Compliments

· Standard Changes (Pre-Approved Changes)

· Service Setup

· Software Installation

· Hardware Installation

· Hardware Relocation
· Standard Upgrades
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